
Fraudulent Emails & Dangerous AttachmentsFraudulent Emails & Dangerous Attachments
Last Modified on 05/09/2019 4:57 pm PDT

If you receive a suspicious email message, do not open it. It may contain viruses or other questionable

material, which may or may not be in the form of attachments. 

Log on to CLU's spam filter at fortimail.callutheran.edu , enter your entire CLU e-mail address and your

password.

Forward to spam@callutheran.edu or to the Help Desk at hepldesk@callutheran.edu; the sender's domain will

be blocked at the CLU server level.


